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- Cryptographer at Consensys
- Co-maintainer of gnark
- Co-developer of Linea



I have 2 problems in my life

getting my wife to 
choose a restaurant

Ethereum supports only 
BN254 precompiles*

* for now



BN254 precompiles

Operations on E(Fp)[r]:

- Addition:   
P + Q = R

- Scalar multiplication:
[n]P = P + P + … + P 

      (n times)

- Pairing product check:
e(P1, Q1) * … * e(Pn, Qn) == 1

E(Fp): y²=x³+ax+b and r | #E 



BN254 precompiles

Operations on E(Fp)[r]:

- Addition:   
P + Q = R

- Scalar multiplication:
[n]P = P + P + … + P 

      (n times)

- Pairing product check:
e(P1, Q1) * … * e(Pn, Qn) == 1

E(Fp): y²=x³+ax+b and r | #E 

Useful for:

SNARK 
verification

BLS signature 
verification

Polynomial 
commitment 
verification 

(KZG)

Verkle trie

…
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Definitions
Past: curves used in SNARKs but not anymore

Present: curves still being used in SNARKs

Future: Curves not used yet and curve likely to continue being used 
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Non-pairing-friendly curves Pairing-friendly curves In-circuit curves

● secp256k1 
● secq256k1
● Ed25519
● NIST P-256
● Pasta cycle 
● Tweedle cycle
● -Eris
● Grumpkin 

● BN254
● BLS12-381
● BLS12-377
● BW6-761
● MNT4/6 cycle
● BLS24-317
● Pluto-
● Lollipop-956-451
● BLS12-380 + 

embedded cycle

● Jubjub
● Bandersnatch
● MNT4/6 cycle
● BW6-761
● Lollipop-956-451
● Grumpkin
● BLS12-380 + 

embedded cycle
● Ed25519 + embedded 

cycle
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Non-pairing-friendly curves

● Ed25519
● NIST P-256  
● secp256k1       
● secq256k1                
● Tweedle cycle  
● Pasta cycle   
● Pluto-Eris    
● Grumpkin     

SNARK: Bulletproofs, Halo, Nova …

➔ Performance
➔ Standard 
➔ Standard (but not NIST)
➔ Recursion + Compatibility w/ secp256k1
➔ Recursion + Performance
➔ Recursion + More Performance
➔ Hybrid Recursion
➔ Hybrid Recursion + Compatibility w/ Ethereum (BN254)



Pairing-friendly curves

● BN254
● BLS12-381
● BLS12-377/BW6-761
● MNT4/6 cycle
● BLS24-317
● Pluto-Eris
● Lollipop-956-451
● BLS12-380 + 

embedded cycle

SNARK: Groth16, PlonK, …

➔ Ethereum (Less secure)
➔ Performance 
➔ Performance + 1-Recursion
➔ ∞-Recursion (Unsercure or Slow)
➔ Performance (KZG)
➔ Hybrid ∞-Recursion
➔ ∞-Recursion
➔ Hybrid ∞-Recursion 



In-circuit curves

● Jubjub
● Bandersnatch
● MNT4/6 cycle
● BW6-761
● Lollipop-956-451
● Grumpkin
● BLS12-380 + 

embedded cycle
● Ed25519 + embedded 

cycle

e.g. ECDSA/EdDSA, Bowe-Hopwood hash, Verkle trie, …

➔ ECC
➔ ECC 
➔ ∞-PBC (Unsercure or Slow)
➔ 1-PBC
➔ ∞-PBC + ~Succinctness
➔ ∞-PBC + Compatibility with Ethereum (BN254)
➔ ECC + Folding

➔ ECC + Folding + Compatibility with Ed25519 



The story so far



Pairing-based SNARK



Pairing-friendly curves for SNARKs

insightful construction of polynomial equations !



Pairing-friendly curves for SNARKs

Pinocchio: BN256 curve from [NNS10] with seed 1868033³ at 128-bit security and 2-adicity 5 
(proprietary code)



Pairing-friendly curves for SNARKs

Pantry: BN254 curve from [BGM+10] with seed 2^62-2^54+2^44 at 128-bit security and 2-adicity 45 
(BSD-style license)



Pairing-friendly curves for SNARKs

Galbraith-McKee-Valença (GMV6-183) curve of twisted Edwards form at 80-bit security and 2-adicity 31 



Pairing-friendly curves for SNARKs

BN254 (Ethereum) of seed 0x44e992b44a6909f1 at 128-bit security (now 103) and 2-adicity 28 

(But why not BN254 [BGM+10] with 45 2-adicity?)



Pairing-friendly curves for SNARKs

BLS12 of seed -0xd201000000010000 at 128-bit security and 2-adicity 32 



Pairing-friendly curves for 
recursive SNARKs (2-cycle) 



Pairing-friendly curves for 
recursive SNARKs

MNT4-298 and MNT6-298 at 80-bit security of 2-adicity 17
MNT4-753 and MNT6-753 at 113-bit security of 2-adicity 30 and 15 (preprint update 2020) 



Pairing-friendly curves for 
recursive SNARKs

MNT4-992 and MNT6-992 at 128-bit security of 2-adicity 2

https://members.loria.fr/AGuillevic/pairing-friendly-cuxrves/



Pairing-friendly curves for 
recursive SNARKs

Supersingular MNT-like curves over extensions (2024)
- High 2-adicity at any security level but slow



Pairing-friendly curves for 
recursive SNARKs

Pairing-friendly cycles with:
- Ordinary elliptic curves
- Supersingular elliptic curves but as slow as MNT and early research
- Higher genus curves



Pairing-friendly curves for 
recursive SNARKs (2-chain)



ZEXE: 
BLS12-377 at 128-bit security and high 2-adicity  
and a CP6-782 curve with high 2-adicity

Pairing-friendly curves for 
recursive SNARKs

BW6-761 curve with high 2-adicity + performance



Gepetto: 
BN254 curve from [NAS+08] with seed -2^62-2^55-1 at 128-bit security and low 2-adicity  
and a BW6-509 curve with low 2-adicity

Pairing-friendly curves for 
recursive SNARKs



Plain curves for recursive SNARKs 
(2-cycle) 



Plain curves for recursive SNARKs 
(2-cycle) 



Plain curves for recursive SNARKs 
(2-cycle) 



Hybrid curves for recursive 
SNARKs (2-cycle) 



Lollipops for recursive SNARKs 



34

Thank you

linea.build
gnark.io

youssef.elhousni@consensys.net
gnark@consensys.net

X: @YoussefElHousn3
TG: @ElMarroqui
GH: @yelhousni

https://linea.build/
http://gnark.io
mailto:youssef.elhousni@consensys.net
mailto:gnark@consensys.net

